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Department-wide Systems and Capital Investments Program

Program Summary by Budget Activity
(Dollars in thousands)

Appropriation
FY 2007 FY 2008 FY 2009

Enacted Enacted President’s 
Budget

Increase/ 
Decrease

Percent 
Change

Department-wide Systems and Capital Investments Program $30,268 $18,710 $26,975 $8,265 44 .2%
  Department-wide Systems and Capital Investments Program 30,268 18,710 26,975 8,265 44 .2%
Subtotal, Department-wide Systems and Capital Investments Program $30,268 $18,710 $26,975 $8,265 44 .2%
  Offsetting Collections - Reimbursables 0 0 0 0 0 .0%
Total Program Operating Level $30,268 $18,710 $26,975 $8,265 44 .2%

Explanation of Request

The Department-w�de Systems and Cap�tal 
Investments Program (DSCIP) request �ncludes 
Annex Repa�r and Renovat�on (ARR), Enterpr�se 
Content Management (ECM), Cyber Secur�ty, E-
Government, and Treasury Secure Data Network 
(TSDN) �n�t�at�ves.  

Annex Repair and Renovation:  The purpose of 
the ARR project �s to effect cr�t�cal repa�rs of the 
Treasury Annex Bu�ld�ng to support the Treasury 
Department’s strateg�c goal of creat�ng the cond�t�ons 
that enable program goals to be accompl�shed.  The 
Treasury Annex �s cons�dered an Amer�can treasure, 
constructed �n �9�8 and �9�9, and �s part of the 
Lafayette Square Nat�onal Reg�ster H�stor�c D�str�ct.  
The current status of upkeep and ma�ntenance for 
the bu�ld�ng �s based on code compl�ance, fa�lure of 
equ�pment, and/or m�n�mal rout�ne ma�ntenance. 
The overall program need �s to repa�r and renovate 
the Treasury Annex Bu�ld�ng w�th emphas�s on the 
mechan�cal, electr�cal, plumb�ng and l�fe safety 
systems to prov�de a safe, comfortable and effic�ent 
fac�l�ty to house the Department of the Treasury’s 
personnel and programs.  

The FY 2009 proposed fund�ng w�ll enable Treasury 
to address the �mmed�ate need to correct cr�t�cal 
bu�ld�ng and system defic�enc�es to ensure the safety 
and health of the occupants.  Substant�al correct�ve 
measures are necessary to address the advanced state 
of eros�on of bu�ld�ng elements and replacement 
of �nfrastructure that �s at the end of �ts l�fe cycle.  
In preparat�on for th�s effort, the General Serv�ces 
Adm�n�strat�on (GSA) w�ll ass�st the Treasury 
Department �n conduct�ng an overall assessment of 
the Annex’s cond�t�on dur�ng the second quarter of 
FY 2008.  Some FY 2009 ARR pr�or�t�es that Treasury 

has already �dent�f�ed �nclude correct�ng fa�l�ng 
systems, such as the HVAC and plumb�ng systems; 
correct�ng structural elements, such as the ground 
level vent�lat�on system; correct�ng the advanced state 
of eros�on of bu�ld�ng elements; and �ntroduc�ng more 
energy effic�ent systems.

Cyber Security:  Cyber Secur�ty funds w�ll be used 
to ensure that all Treasury Department’s Cr�t�cal 
Infrastructure/Key Resources (CI/KR) are �dent�fied 
and, furthermore, to protect these systems aga�nst 
poss�ble terror�st attack by ensur�ng that strong 
secur�ty requ�rements are establ�shed and mon�tored. 
Th�s fund�ng w�ll support meet�ng the Department of 
Homeland Secur�ty �nc�dent report�ng requ�rements 
that our Treasury Computer Secur�ty Inc�dent 
Response Center must address.  The Treasury 
Department w�ll also have greater protect�on aga�nst 
network �ntrus�ons, wh�ch can result �n s�gn�ficant 
d�srupt�ons and delays �n �ts bus�ness act�v�t�es. 
Fund�ng �n th�s area w�ll also support cyber secur�ty 
rev�ews of selected bureau secur�ty programs and 
systems, and w�ll support the Treasury Department 
�n �mprov�ng �ts overall compl�ance w�th the Federal 
Informat�on Secur�ty Management Act (FISMA). 
S�nce the cyber secur�ty program’s act�v�t�es also 
protect nat�onal secur�ty  systems, the fund�ng d�rectly 
supports the goal of reduc�ng the threat to nat�onal 
secur�ty through �mproved Treasury systems secur�ty, 
reduc�ng the r�sk from �nternal and external threats 
to those class�fied systems and the h�ghly sens�t�ve 
�nformat�on they process.

E-Government Initiatives:  The Pres�dent's 
Management Agenda (PMA) and E-Government 
�n�t�at�ves dr�ve the Treasury Department to �dent�fy 
opportun�t�es to leverage ex�st�ng systems and serv�ces 
�n order to reduce costs and dupl�cat�on w�th�n the 
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Department and across government.  The Treasury 
Department prov�des program management overs�ght 
and coord�nat�on for each of the �n�t�at�ves assur�ng 
compl�ance by all bureaus.  E-Government enables 
the Treasury Department to cont�nue to meet the 
�mplementat�on m�lestones �n the OMB approved 
E-Government Implementat�on Plan, pos�t�vely 
�mpact�ng the Treasury Department's ab�l�ty to 
�mplement best pract�ces and leverage government-
w�de technolog�es. 

Enterprise Content Management:  The requested 
fund�ng w�ll enable the Department of the Treasury to 
cont�nue w�th the phased �mplementat�on of an ECM 
solut�on for the Treasury Department �n FY 2009.  
The Treasury Department processes a mass�ve volume 
of data (e.g., documents, records, and case files) and 
much of th�s �nformat�on �s subject to statutory/
regulatory handl�ng and storage requ�rements.  The 
Department of the Treasury currently has an array 
of d�sparate and �ncompat�ble systems used for 
�nformat�on track�ng, management, retent�on and 
storage.  The Treasury Department �s unable to qu�ckly  
w�th a h�gh level of certa�nty, retr�eve �nformat�on 
from across all bureaus and organ�zat�ons related to a 
spec�fic subject matter w�thout a cons�derable amount 
of staff hours ded�cated to coord�nat�ng and ver�fy�ng 
that the correct �nformat�on �s go�ng forward and 
that only those w�th the need to know have access 
to th�s �nformat�on.  The enterpr�se-w�de approach, 
under the overs�ght of the Treasury Department's 
Ch�ef Informat�on Off�cer, w�ll ensure that all 
Department-w�de ECM efforts map to cons�stent 
standards, are al�gned w�th related government-w�de 
�n�t�at�ves, such as the Case Management L�ne of 
Bus�ness, and leverage commonal�t�es �n requ�rements 
among Treasury Department components, thereby 
ach�ev�ng econom�es of scale and eff�c�enc�es �n 
�nformat�on shar�ng.  Fa�lure to fund th�s requ�rement 
w�ll delay the Department’s ab�l�ty to address 
aud�t recommendat�ons, s�gn�ficantly hamper the 
Treasury Department’s ab�l�ty to share �nformat�on 
between execut�ve departments, agenc�es and our 
fore�gn partners, and w�ll leave �n place redundant 
�nfrastructures that currently support ECM  
related act�v�t�es. 

Treasury Secure Data Network:  The TSDN was 
establ�shed �n 2000 to serve as a secure network for the 
Office of Internat�onal Affa�rs and the bureaus.  The 
appl�cab�l�ty of TSDN expanded w�th the creat�on 
of the Office of Terror�sm and F�nanc�al Intell�gence 
(TFI).  Th�s �n�t�at�ve w�ll prov�de TSDN analysts 
w�th data search�ng tools to m�ne �nformat�on 
more qu�ckly and allow for more �mmed�ate trend 
analys�s and rev�ew.  These trends are currently 
d�fficult and t�me consum�ng to follow due to the 
lack of an automated storage and retr�eval system 
and are now done manually us�ng paper cop�es of 
files.  The �n�t�at�ve w�ll also prov�de funds to beg�n 
the establ�shment of a d�saster recovery capab�l�ty for 
the TSDN system, wh�ch �s extremely vulnerable now 
due to the lack of sa�d d�saster recovery capab�l�ty.  
Fa�lure to fund th�s requ�rement w�ll result �n a 
degraded secur�ty posture at a t�me when the Treasury 
Department’s part�c�pat�on �s cr�t�cal �n the Global 
War on Terror�sm and the Treasury Department’s 
support of w�der Intell�gence Commun�ty act�v�t�es �s 
requ�red.  W�th the establ�shment of TFI �n FY 2004, 
the Treasury Department’s requ�rement for a secure 
and class�fied network has �ncreased cons�derably, 
as TFI has a role �n coord�nat�ng responses from 
Treasury Department off�ces such as Off�ce of 
Fore�gn Assets Control (OFAC), F�nanc�al Cr�mes 
Enforcement Network (F�nCEN), and Office of 
Intell�gence and Analys�s (OIA), wh�ch all make major 
contr�but�ons to Treasury Department’s support of 
the IC and the nat�onal and �nternat�onal finance and  
bank�ng commun�t�es.
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DSCIP FY 2009 Budget Highlights
(Dollars in thousands)

Appropriation Amount
FY 2008 Enacted $18,710
  Changes to base: 
    Non-Recurring Costs: ($16,986)
      DSCIP Base (16,986)
    Transfers Out: ($1,724)
      Backup Disaster Recovery (1,724)
  Subtotal FY 2009 Changes to Base ($18,710)
FY 2009 Base $0
  Program Changes: 
    Program Increases: $26,975
      Annex Repair and Renovation 11,518
      Cyber Security 3,000
      Electronic Government 2,057
      Enterprise Content Management 6,000
      Tresury Secure Data Network 4,400
  Subtotal FY 2009 Program Changes $26,975
FY 2009 President’s Budget $26,975

Purpose of Program

DSCIP �s author�zed to be used by or on behalf of 
the Treasury Department’s bureaus, at the Secretary’s 
d�scret�on, to �mprove �nfrastructure, modern�ze 
bus�ness processes and �ncrease effic�ency through 
technology �nvestments.  

FY 2009 Budget Adjustments

FY 2008 President’s Budget
The FY 2008 enacted budget for DSCIP �s 
$�8,7�0,000.

Non-Recurring Costs
DSCIP Base -$16,986,000 / +0 FTE DSCIP �s a 
non-recurr�ng, zero-based budget.

Transfers Out
Backup Disaster Recovery -$1,724,000 / +0 FTE 
Fund�ng for th�s �n�t�at�ve supports the cont�nued 
operat�on of a back-up d�saster recovery s�te �n West 
V�rg�n�a.  Th�s s�te prov�des the Treasury Department 
w�th servers, workstat�ons, and network dev�ces 
that may be used �n the event that an emergency or 
d�saster d�sables the Treasury Department's pr�mary 
�nformat�on systems.

Program Increases
Annex Repair and Renovation +$11,518,000 /  
+0 FTE The purpose of the ARR project �s to effect 
the restorat�on of the Treasury Annex Bu�ld�ng to 
support the Treasury Department's strateg�c goal of 
creat�ng the cond�t�ons that enable program goals to 

be accompl�shed.  The FY 2009 proposed fund�ng 
w�ll enable the Treasury Department to address 
the �mmed�ate need to correct cr�t�cal bu�ld�ng and 
system defic�enc�es to ensure the safety and health of 
the occupants.  In preparat�on for th�s effort, the GSA 
w�ll ass�st the Treasury Department �n conduct�ng an 
overall assessment of the Annex’s cond�t�on dur�ng 
the second quarter of FY 2008.    

Cyber Security +$3,000,000 / +0 FTE The Cyber 
Secur�ty program �s cr�t�cally needed to protect the 
secur�ty and �ntegr�ty of the Treasury Department’s 
class�fied and unclass�fied systems, the �nformat�on they 
process, and the serv�ces they perform.  Th�s m�ss�on-
cr�t�cal fund�ng �s requ�red for th�s Department-w�de 
program to operate.  More spec�fically, �t supports: 
the comprehens�ve secur�ty pol�cy and compl�ance 
framework to protect cyber assets throughout the 
Treasury Department; protect�on of Departmental 
cyber cr�t�cal �nfrastructure resources aga�nst attack; 
protect�on of class�fied systems and �nformat�on 
through the Nat�onal Secur�ty Program; and operat�on 
of both the Department-w�de cyber secur�ty program 
for sens�t�ve systems and the Treasury Computer 
Secur�ty Inc�dent Response Center.

Electronic Government +$2,057,000 / +0 FTE 
Fund�ng supports the funct�onal requ�rements 
and �mplementat�on of appl�cable E-Government 
�n�t�at�ves, needs assessments, program management 
overs�ght and coord�nat�on for each of the �n�t�at�ves 
assur�ng compl�ance by all bureaus and ensur�ng 
the Treasury Department meets the mandates of 
the E-Government component of the Pres�dent’s 
Management Agenda.

Enterprise Content Management +$6,000,000 
/ +0 FTE Fund�ng for an ECM solut�on w�ll be 
used to cont�nue the phased �mplementat�on of an 
enterpr�se-w�de ECM project, wh�ch w�ll address the 
cr�t�cal and urgent bus�ness needs of IRS Cr�m�nal 
Invest�gat�ons, the Office of Fore�gn Assets Control, 
and the F�nanc�al Cr�mes Enforcement Network. 
Th�s approach to ECM w�ll m�n�m�ze dupl�cat�on of 
effort and �nfrastructure �nvestments by cap�tal�z�ng 
on Treasury Department and government-w�de 
approaches to content management act�v�t�es.

Treasury Secure Data Network +$4,400,000 /  
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+0 FTE Fund�ng prov�des for the modern�zat�on of 
the TSDN.  Spec�fically, the TSDN w�ll beg�n the 
development of a back-up d�saster recovery system 
and of a bas�c analyt�cal toolset that w�ll allow users to 
manage, ma�nta�n, search, share, and store documents 
and �nformat�on.

Explanation of Budget Activities

Salaries and Expenses
Department-wide Systems and Capital Investments 
Program ($26,975,000 from direct appropriations) 
The purpose of DSCIP funds �s to modern�ze 
bus�ness processes and �ncrease effic�enc�es through 
IT �nvestment.  All of the DSCIP efforts prov�de 
tang�ble benefits �n the�r spec�fic areas to produce an 
�mproved overall env�ronment for the Department 
of the Treasury.  

Legislative Proposals

DSCIP has no leg�slat�ve proposals for FY 2009.

Description of Performance

The FY 2009 proposed fund�ng for the ARR project 
w�ll enable Treasury to address the �mmed�ate need 
to correct cr�t�cal bu�ld�ng and system defic�enc�es 
to ensure the safety and health of the occupants.  
Substant�al correct�ve measures are necessary to 
address the advanced state of eros�on of bu�ld�ng 
elements and replacement of �nfrastructure that �s 
at the end of �ts l�fe cycle. FY 2009 ARR pr�or�t�es 
�nclude correct�ng fa�l�ng systems, such as the HVAC 
and plumb�ng systems; correct�ng structural elements, 
such as the ground level vent�lat�on system; correct�ng 
the advanced state of eros�on of bu�ld�ng elements; 
and �ntroduc�ng more energy effic�ent systems. A 
comprehens�ve project plan w�ll be developed that 
w�ll address �ssues of cost, schedule, and performance.  
A project manager w�ll be appo�nted who w�ll prov�de 
sen�or management w�th �n-process rev�ews for 
the express purpose of mon�tor�ng m�lestones and 
del�verables wh�le ensur�ng that costs and schedules 
are met.

Cyber Secur�ty funds w�ll be used to ensure that all 
Treasury Department’s Cr�t�cal Infrastructure / Key 
Resources (CI/KR) are �dent�fied and, furthermore, 
to protect these systems aga�nst poss�ble terror�st 
attack by ensur�ng that strong secur�ty requ�rements 
are establ�shed and mon�tored.  Th�s fund�ng w�ll 
support meet�ng the Department of Homeland 
Secur�ty �nc�dent report�ng requ�rements that our 
Treasury Computer Secur�ty Inc�dent Response 
Center must address.  The Treasury Department 
w�ll also have greater protect�on aga�nst network 
�ntrus�ons, wh�ch can result �n s�gn�ficant d�srupt�ons 
and delays �n �ts bus�ness act�v�t�es.  Fund�ng �n 
th�s area w�ll also support cyber secur�ty rev�ews of 
selected bureau secur�ty programs and systems, and 
w�ll support the Treasury Department �n �mprov�ng 
�ts overall compl�ance w�th FISMA.  S�nce the cyber 
secur�ty program's act�v�t�es also protect nat�onal 
secur�ty systems, the fund�ng d�rectly supports the 
goal of reduc�ng the threat to nat�onal secur�ty 
through �mproved Treasury systems secur�ty, reduc�ng 
the r�sk from �nternal and external threats to those 
class�fied systems and the h�ghly sens�t�ve �nformat�on  
they process. 

Fund�ng for the ECM program w�ll be used to 
cont�nue �mplementat�on of an enterpr�se-w�de ECM 
project for the Department of the Treasury.  The ECM 
project w�ll address the cr�t�cal and urgent bus�ness 
needs of the Office of Fore�gn Asset Control (OFAC) 
and the F�nanc�al Cr�mes Enforcement Network 
(F�nCEN), both of wh�ch are struggl�ng under an 
�ncreas�ngly burdensome paper-based system of 
operat�ons. Th�s approach to ECM w�ll m�n�m�ze 
dupl�cat�on of effort and �nfrastructure �nvestments 
by cap�tal�z�ng on Department and government-
w�de efforts.  By the end of FY 2009, the Treasury 
Department w�ll have s�gn�ficantly �mproved the 
workflow processes for both OFAC and F�nCEN, as 
well as pos�t�oned the Department for a full trans�t�on 
to a Department-w�de ECM solut�on.  The Treasury’s 
ECM program w�ll d�rectly support the department’s 
goal to reduce the threat to nat�onal secur�ty from 
terror�st related financ�al act�v�t�es by enhanc�ng and 
develop�ng the ab�l�ty of related offices to qu�ckly 
access and assess department-w�de records and files �n a  
central�zed manner. 
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Fund�ng for the cont�nued �mprovement of the TSDN 
operat�ng system and hardware components w�ll 
assure cont�nued funct�onal�ty throughout FY 2009.  
As a consequence, the Treasury Department w�ll 
cont�nue to have rel�able access to the SIPRNET and 
the Department of Defense class�fied commun�cat�ons 
network, wh�ch w�ll ensure ongo�ng commun�cat�ons 

w�th off�c�als �n law enforcement as well as the 
Departments of Defense and State.  These act�v�t�es 
w�ll help ensure that the department �s able to 
ass�st �n reduc�ng the threat posed by terror�sm 
and assoc�ated act�v�t�es to �nterd�ct terror�sm, the 
prol�ferat�on of weapons of mass destruct�on, and 
narcot�cs traffick�ng. 




